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stated that, for those reasons, it might be particularly diffi-
cult to achieve uniformity in that area.

157. The prevailing view was that it would be appropri-
ate for the Commission to undertake the preparation of
uniform law on the issue of negotiability in a computer-
based environment. It was generally felt that such uniform
law should not be limited in scope to transfer of rights in
goods and that certain issues relevant to dematerialized
securities might need to be taken into account. It was also
felt that no attempt should be made, at the current stage, to
develop a uniform regime for the exchange of securities at
an international level. There was general agreement that the
future project should give particular consideration to the
use of registries and to the possibility of performing such
functions as registration and transfer of rights at an inter-
national level.

158. After discussion, the Working Group adopted a
recommendation to the Commission that it should autho-
rize the Working Group to undertake preliminary work on
this project as soon as it had completed the preparation of
the model statutory provisions.

159. Another suggestion was that the Commission
should consider the issue of liability of networks and, more
generally, the legal issues arising in the context of the re-
lationships between EDI users and service providers as
possible work items. While some support was expressed in
favour of the suggestion, it was felt that it might be prema-
ture to engage in work on such a topic at this stage.

160.  Yet another suggestion was that the Commission
should engage in the preparation of a model communica-
tion agreement for optional use between EDI users. It was
recalled, however, that such standard communication
agreements were currently being prepared by other organ-
izations, particularly the European Communities and the
Economic Commission for Europe. It was also recalled that
the Commission, at its twenty-sixth session, had reaffirmed
its earlier decision to postpone its consideration of the
matter until the texts of model interchange agreements
currently being prepared within those organizations were
available for review by the Commission.

161. The Working Group decided, subject to approval by
the Commission, that its twenty-eighth session would be
held at Vienna, from 3 to 14 October 1994,
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INTRODUCTION

1. At its twenty-fifth session, in 1992, the Commission
discussed the legal issues of electronic data interchange
(EDI) and entrusted the preparation of legal rules on EDI
to the Working Group on International Payments, which it
renamed the Working Group on Electronic data Inter-
change.!

2. The Working Group commenced this task at its twenty- -

fifth session by reviewing a number of legal issues set forth
in a note prepared by the Secretariat (A/CN.9/WG.IV/
WP.55). The Working Group agreed that it should proceed
with its work on the assumption that the uniform rules
should be prepared in the form of statutory rules. The
Working Group deferred, however, a final decision as to
the specific form that those statutory rules should take (A/
CN.9/373, para. 34). At the conclusion of the session, the
Working Group requested the Secretariat to prepare draft
provisions, with possible variants based on the delibera-
tions and decisions of the Working Group during the ses-
sion, for its consideration at its next meeting (A/CN.9/373,
para. 10).

3. At its twenty-sixth session, in 1993, the Commission
considered the report of the Working Group on the work of
its twenty-fifth session (A/CN.9/373). The Commission
noted that the Working Group had started discussing the
content of a uniform law on EDI and expressed the hope
that the Working Group would proceed expeditiously with
the preparation of that text.’

4. Atits twenty-sixth session, the Working Group consid-
ered a first draft of uniform rules on the legal aspects of
electronic data interchange and related means of trade data
communication prepared by the Secretariat (A/CN.9/
WG.IV/WP.57) and a proposal made by the delegation of
the United Kingdom of Great Britain and Northern Ireland
(A/CN.9/WG.IV/WP.58). The Secretariat was requested to
prepare a revised draft of the uniform rules on the basis of
the deliberations and decisions of the Working Group (A/
CN.9/387, para. 14).

5. The present note contains revised articles of the uni-
form rules. Additions and modifications to the text are
indicated by italics. It may be noted that, in line with the
recent instructions relating to the stricter control and limi-
tation of United Nations documentation, no explana-
tory remarks have been added to the draft provisions. Gen-
eral reference is therefore made to the relevant portions of
the Working Group report (A/CN.9/387); additional expla-
nations will be provided orally during the session of the
Working Group.

'Official Records of the General Assembly, Forty-seventh Session,
Supplement No. 17 (A/47/17), paras. 140-148.

’Ibid., Forty-eighth Session, Supplement No. 17 (A/48/17), paras. 263-

268.

DRAFT UNIFORM RULES ON THE
LEGAL ASPECTS OF ELECTRONIC DATA
INTERCHANGE (EDI) AND RELATED MEANS
OF DATA COMMUNICATION

Chapter I. General Provisions*

Article 1. Sphere of application**

These Rules apply to [commercial and administra-
tive] information in the form of a data [record] [mes-
sage]. They do not apply to information in purely oral
or purely [documentary] [written] form. Except as other-
wise provided in these Rules, they do not apply to the
substance of the information.

Footnote to Chapter I

*Variant A: These Rules do not deal with issues related to the
protection of consumers.

Variant B:  These Rules do not override any rule of law intended
for the protection of consumers.

Variant C: These Rules are not intended to apply to consumer
transactions. They are subject to any rule of law intended for the
protection of consumers.

Variant D: These Rules do not apply to consumer transactions.

Footnote to article 1

**The Commission suggests the following text for States that might
wish to limit the applicability of these Rules to international [data
[records] [messages]]:

These Rules apply to a data [record] [message] as defined in
article 2 where the [record] [message] relates to international
trade interests.

References

A/CN.9/387, paras. 15-28 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 1

A/CN.9/373, paras. 21-26 and 29-33 (twenty-fifth

session, 1993)
A/CN.9/WG.IV/WP.55, paras. 7-20

A/CN.9/360, paras. 29-31 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 25-33

Article 2. Definitions

For the purposes of these Rules:

(a) “Data [record] [message]” means information
created, stored or communicated by electronic, optical
or analogous means including, but not limited to, elec-
tronic data interchange (EDI), telegram, telex or tele-
copy;

(b) “Electronic data interchange (EDI)” means the
computerized transmission of structured data between
independent computer systems;

(c) “[Sender] [originator]” means any person
other than one performing the function of an interme-
diary, on whose behalf a data [record] [message] cov-
ered by these Rules purports to have been created,
stored or communicated,;

(d) “Addressee” means any person other than one
performing the function of an intermediary, who is
intended ultimately to [receive] [be the end user of] a
data [record] [message] covered by these Rules;
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(e) “Intermediary” means any person who, as an
ordinary part of its business, engages in receiving data
[records] [messages] covered by these Rules and for-
warding such data [records] [messages] to their ad-
dressees or to other intermediaries. [An intermediary
may, in addition, perform such functions as, inter alia,
formatting, translating, recording, preserving and stor-
ing data [records] [messages].]

[(f) “Record”

Variant A:, in relation to any means by which
information is preserved for subsequent reference,
means the form in which such information is pre-
served.

Variant B: means a representation of data that
is susceptible of accurate reproduction at a later
time.]

References

A/CN.9/387, paras. 29-52 (twenty-sixth session, 1993)
A/CN.9Y/WG.IV/WP.57, article 2
AJ/CN.9/373, paras. 11-20, 26-28, and 35-36 (twenty-fifth
session, 1993)
A/CN.9/WG.IV/WP.55, paras. 23-26

Article 3. Interpretation of the Uniform Rules

(1) In the interpretation of these Rules, regard is to be
had to their international character and to the need to
promote uniformity in their application and the obser-
vance of good faith [in international trade].

{(2) Questions concerning matters governed by these
Rules which are not expressly settled in them are to be
settled in conformity with the general principles on
which these Rules are based or, in the absence of such
principles, in conformity with the law applicable by
virtue of the rules of private international law.]

References

A/CN.9/387, paras. 53-58 (twenty-sixth session, 1993)
A/CN.9YWG.IV/WP.57, article 3

A/CN.9/373, paras. 38-42 (twenty-fifth session, 1993)
A/CN.Y/WG.IV/WP.55, paras. 30-31

Article 4.
[Deleted]

References

A/CN.9/387, paras. 59-61 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 4

A/CN.9/373, paras. 38-42 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 30-31

References

A/CN.9/387, paras. 62-65 (twenty-sixth session, 1993)

A/CN.9/WG.IV/WP.57, article 5

A/CN.9/373, para. 37 (twenty-fifth session, 1993)

A/CN.9/WG.IV/WP.55, paras, 27-29

Chapter II. Form requirements

[Article 5 bis.

A data [record] [message] shall not be denied legal
effectiveness, validity or enforceability on the grounds
that the information it contains must be recorded in
[written] [documentary] form or presented in its origi-
nal form.] :

Reference

A/CN.9/387, paras. 93-94 (twenty-sixth session, 1993)

Article 6. Functional equivalent of “writing”

(1) Variant A: For the purpose of any rule of law,
custom or practice which expressly or impliedly re-
quires that certain information be recorded or presented
in written form, or is predicated upon the existence of a
writing, information in the form of a data [record]
[message] complies with that requirement if

{a) the information can be reproduced in visible and
intelligible [legible, interpretable] form; and

(b) the information is preserved as a record.

Variant B:  Where any rule of law, custom or prac-
tice expressly or impliedly requires information to be
recorded or presented in writing, or provides for certain
consequences if information is or is not recorded or
presented in writing,

(a) any such requirement or condition as to record-
ing in writing shall be satisfied if a record is created
which enables the information in question to be subse-
quently displayed in a form which permits such refer-
ence as could have been made had the information been
recorded in writing; and

(b) any such requirement or condition as to the
presentation of information in writing shall be satisfied
if the information in question is recorded in accordance
with paragraph (a) above, and presented in a form in
which it is displayed to the person to whom it is re-
quired to be presented, or immediately accessible to that
person for the purpose of reference.

[(2) The provisions of this article do not apply to the
following situations: [...].]

[Article 5. Variation by agreement

Except as otherwise provided in these Rules, the
rights and obligations of the [sender] [originator] and
the addressee of a data [record] [message] arising out
of these Rules may be varied by their agreement.]

References

A/CN.9/387, paras. 66-80 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 6
A/CN.9/WG.IV/WP.58, annex

A/CN.9/373, paras. 45-61 (twenty-fifth session, 1993)

A/CN.9/WG.IV/WP.55, paras. 39-49
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A/CN.9/360, paras. 32-43 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 37-45

A/CN.9/350, paras. 68-78

A/CN.9/333, paras. 20-28

Article 7. Functional equivalent of “signature”

(1) Where any rule of law, custom or practice ex-
pressly or impliedly requires information to be signed,
any such requirement shall be satisfied if

[(a) a method [of authentication] indicating by

whom the data [record] [message] was created and that
that person approved the information contained therein
has been agreed between the [sender] [originator] and
the addressee of the data [record] [message] and that
method has been used; or]

(b) a method [of authentication] is used to indicate
by whom the data [record] [message] was created or
communicated and that that person approved the infor-
mation contained therein; and

(c) that method was as reliable as was [technically]
appropriate to the purpose for which the data [record]
[message] was created or communicated, in the light of
all circumstances, including [any agreement between the
{sender] [originator] and the addressee of the data
[record] [message] and] any relevant commercial
usage.

{(2) The provisions of this article do not apply to the
following situations: {...].]

References

A/CN.9/387, paras. 81-90 (twenty-sixth session, 1993)
A/CN.Y/WG.IV/WP.57, article 7
A/CN.9/WG.IV/WP.58, annex

A/CN.9/373, paras. 63-76 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 50-63

A/CN.9/360, paras. 71-75 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 61-66

(¢) that method was as reliable as was [technically]
appropriate to the purpose for which the data [record]
[message] was created or communicated, in the light of
all the circumstances, including [any agreement between
the [sender] [originator] and the addressee of the data
[record] [message] and] any relevant commercial usage.

[(2) The provisions of this article do not apply to the
following situations: [. ..].]

References

A/CN.9/387, paras. 91-97 (twenty-sixth session, 1993)
A/CN.9Y/WG.IV/WP.57, article 8
A/CN.9/WG.IV/WP.58, annex

A/CN.9/373, paras. 77-91 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 64-70

A/CN.9/360, paras. 60-70 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 56-60

A/CN.9/350, paras. 84-85

A/CN.9/265, paras. 43-48

Article 9. Admissibility and evidential value of data
[records] [messages]

(1) In any legal proceedings, nothing in the application
of the rules of evidence shall apply so as to prevent the
admission of a data [record] [message] in evidence

(a) solely on the grounds that it is a data [record]
[message]; or,
(b) if it is the best evidence that the person adduc-

ing it could reasonably be expected to obtain, solely on
the grounds that it is not an original document.

(2) Information presented in the form of a data
{record] [message] shall be given due evidential weight.
In assessing the evidential weight of a data [record]
[message], regard shall be had to the reliability of the
manner in which the data [record] [message] was cre-
ated, stored or communicated and, where relevant, the
reliability of the manner in which the information was

A/CN.9/350, paras. 86-89
A/CN.9/333, paras. 50-59
A/CN.9/265, paras. 49-58

authenticated.

Article 8. Functional equivalent of “original”

(1) Where any rule of law, custom or practice ex-
pressly or impliedly requires that certain information be
presented in its original form, that requirement shall be
fulfilied by the presentation of a data [record] [mes-
sage] or in the form of a printout of such a data
[record] [message] if

[(a) the [sender] [originator] and the addressee of
the data [record] [message] have expressly agreed that
the data [record] [message] should be regarded as
equivalent to a paper original document; or]

Variant A: (b) there exists reliable assurance as to
the integrity of the information presented in the form of
a data [record] [message].

Variant B: (b) a method [of authentication] is
used to ensure that the information presented has not
been altered; and

References

A/CN.9/387, paras. 98-109 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 9
A/CN.9/WG.IV/WP.58, annex

A/CN.9/373, paras. 97-102 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 71-81

A/CN.9/360, paras. 44-59 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 46-55

A/CN.9/350, paras. 79-83

A/CN.9/333, paras. 29-41

A/CN.9/265, paras. 27-48

Chapter III. Communication of data
[records] [messages]

Atticle 10. Effectiveness of data [records] [messages]

(1) A [sender] [originator] is deemed to have ap-
proved the content of a data [record] [message] [or an
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amendment or revocation of a data [record] [ message]]
if it was issued by the [sender] [originator] or by anoth-
er person who had the authority to act on behalf of the
[sender] [originator] in respect of that data [record]
[message].

[(2) As between the [sender] [originator] and the
addressee, a data [record] [message] is deemed to be
that of the [sender] [originator] if the addressee prop-
erly applied a procedure previously agreed with the
[sender] [originator] for verifying that the data
[record] [message] was the data [record] [message] of
the latter.]

[(3) A [sender] [originator] who is not deemed to
have approved the data [record] [message] by virtue of
paragraph (1) or (2) is deemed to have done so by vir-
tue of this paragraph if:

(@) the data [record] [message] as received by the
addressee resulted from the actions of a person whose
relationship with the [sender] [originator] or with any
agent of the [sender] [originator] enabled that person
to gain access to the authentication procedure of the
[sender] [originator]; or

(b) the addressee verified the authentication by a
method which was reasonable in all the circumstances.]

{(4) The [sender] [originator] and the addressee of a
data [record] [message] are permitted to agree that an
addressee may be deemed to have approved the data
[record] [message] although the authentication is not
{commercially] reasonable in the circumstances.]

(5) Where a [sender] [originator] is deemed to have
approved the content of a data [record] [message]
under this article, it is deemed to have approved the
content of the message as received by the addressee.
However, where a data [record] [message] contains an
error, or duplicates in error a previous [record] [mes-
sage], the [sender] [originator] is not deemed to have
approved the content of the data [record] [message] by
virtue of this article in so far as the data [record] [mes-
sage] was erroneous, if the addressee knew of the error
or the error would have been apparent, had the ad-
dressee exercised reasonable care or used any agreed
procedure of verification.

[Paragraph (5) applies to an error or discrepancy in an
amendment or a revocation message as it applies to an
error or discrepancy in a data [record] [message]).

[(6) The fact that a data [record] [message] is deemed
to be effective as that of the [sender] [originator] does
not impart legal significance to that data [record] [mes-
sage].]

Atrticle 11.  Acknowledgement of receipt

(1)  Where, on or before sending a data [ message], or
by means of that data [message], the [sender] [origi-
nator] has requested an acknowledgement of receipt,
but the [sender] [originator] has not requested that the
acknowledgement be in a particular form, any request
Jor an acknowledgement may be satisfied by any com-
munication or conduct of the addressee sufficient to
indicate to the [sender] [originator] that the message
has been received.

(2) If, on or before transmitting a data message, or
by means of that data message, the [sender] [origi-
nator] has requested an acknowledgement of receipt
[and stated that the data message is to be of no effect
until an acknowledgement is received], the addressee
may not rely on the message, for any purpose for which
it might otherwise seek to rely on it, until an acknow-
ledgement has been received by the [sender] [origina-
tor].

(3) If the [sender] [originator] does not receive the
acknowledgement of receipt within the time-limit
[agreed upon, requested or within reasonable time], it
may, upon giving prompt notification to the addressee
to that effect, treat the data message as though it had
never been received.

(4)  An acknowledgement of receipt, when received by
the [sender] [originator], is [conclusive] [presumptive]
evidence that the related data message has been received
and, where confirmation of syntax has been required,
that the data message was syntactically correct. Whether
a functional acknowledgement has other legal effects is
outside the purview of these Rules.

References

A/CN.9/387, paras. 133-144 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 11

A/CN.9/373, paras. 116-122 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 87-93

A/CN.9/360, para. 125 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 80-81

AJ/CN.9/350, para. 92

A/CN.9/333, paras. 48-49

Article 12.  Formation of contracts

(1) In the context of contract formation, unless other-
wise agreed by the parties, an offer and the acceptance
of an offer may be expressed by means of data [records]
[messages]. Where a contract is formed by means of
data [records] [messages], it shall not be denied valid-
ity or enforceability on the sole ground that the contract
was concluded by such means.

References

A/CN.9/387, paras. 110-132 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 10

A/CN.9/373, paras. 109-115 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 82-86

[(2) A contract concluded by means of data [records]
[messages] is formed at the time when [, and at the
place where] the data [record] [message] constituting
acceptance of an offer is received by its addressee or
deemed to be received under article 13.]




210

Yearbook of the United Nations Commission on International Trade Law, 1994, vol. XXV

References

A/CN.9/387, paras. 145-151 (twenty-sixth session, 1993)
A/CN.Y/WG.IV/WP.57, article 12

A/CN.9/373, paras. 126-133 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 95-108

A/CN.9/360, paras. 76-95 (twenty-fourth session, 1992)
A/CN.Y/WG.IV/WP.53, paras. 67-78

A/CN.9/350, paras. 93-108

A/CN.9/333, paras. 60-75

Atticle 13.  Time and place of receipt of a data
[record] [message]

(1) Unless otherwise agreed between the [sender]
[originator] and the addressee of a data [record] [mes-
sage] and [unless otherwise provided by other applica-
ble law], a data [record] [message] is deemed to be
received by its addressee

(a) [subject to subparagraph (b) of this article,] at
the time when the data [record] [message] enters the
information system of, or designated by, the addressee
in such a way that it can be retrieved by the addressee
or when the data [record] [message] would have en-
tered the information system and been capable of being
retrieved if the information system of the addressee had
been functioning properly.

[(b) if the data [record] [message] is in such a form
that it requires translation, decoding or other process-
ing in order to become intelligible by the addressee, at
the time when such processing is completed or at the
time when such processing could reasonably be expec-
ted to be completed.]

(2) Unless otherwise agreed between the [sender]
[originator] and the addressee of a data [record] [mes-
sage] and [unless otherwise provided by other applica-
ble law], a data [record] [message] is deemed to be
received by its addressee at the place where the addres-
see has its place of business; where the addressee has
more than one place of business, the data [record]
[message] is deemed to be received at the place of busi-
ness with the closest relationship to the content of the
data [record] [message].

References

A/CN.9/387, paras. 152-163 (twenty-sixth session, 1993)
A/CN.9/WG.IV/WP.57, article 13

A/CN.9/373, paras. 134-146 (twenty-fifth session, 1993)
A/CN.9/WG.IV/WP.55, paras. 95-108

A/CN.9/360, paras. 76-95 (twenty-fourth session, 1992)
A/CN.9/WG.IV/WP.53, paras. 67-78

A/CN.9/350, paras. 93-108

A/CN.9/333, paras. 60-75

Article 14. Storage of data [records] [messages]

(1) Where it is required by law that certain informa-
tion be retained as a record, that requirement shall be

satisfied if the information is kept in the form of data
[records] [messages] provided that the requirements

contained in paragraphs (2) and (3) of this article are
satisfied.

{2} Data [records] [messages] shall be stored unal-
tered by the [sender] [originator] in the transmitted for-
mat and by the addressee in the format in which they
are received.]

[(3) Data [records] [messages] shall be kept readily
accessible and shall be capable of being reproduced in a
human readable form and, if required, of being printed.
Any operational equipment required in this connection
shall be made available by the person storing informa-
tion in the form of data [records] [messages].

References

A/CN.9/387, paras. 164-168 (twenty-sixth session, 1993)

AICN.9/WG.IV/WP.57, article 14

A/CN.9/373, para. 123-125 (twenty-fifth session, 1993)

A/CN.9/WG.IV/WP.55, para. 94
[Article 15. Liability

(1) Each party shall be liable for damage arising di-
rectly from failure to observe any of the provisions of
the uniform rules except in the event where the party is
prevented from so doing by any circumstances which
constitute an impediment beyond that party’s control
and which could not reasonably be expected to be taken
into account at the time when that party engaged in
sending and receiving data [records] [messages] or the
consequences of which could not be avoided or over-
come, :

(2) If a party engages any intermediary to perform
such services as the transmission, logging or processing
of a data [record] [message], the party who engages
such intermediary shall be liable for damage arising
directly from that intermediary’s acts, failures or omis-
sions in the provision of the said services.

(3) If a party requires another party to use the services
of an intermediary to perform the transmission, logging
or processing of a data [record] [message], the party
who requires such use shail be liable to the other party
for damage arising directly from that intermediary’s
acts, failures or omissions in the provision of the said
services.]
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